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 We can provide you the full spectrum of BCP/DRP 
without selling you a pre-defined or packaged solution.  We 
provide you with recommendations on the best options that 

match your budget and requirements. 
 

 
 Business  Impact  Analysis  (BIA),  analyze  your  key  business 

processes, Assess financial and customer effects. 
    Review personnel and infrastructure needs. 
    Facilitate defining your Recovery Point Objectives (RPO) and 

Recovery Time Objectives (RTO). 
 Guide your team through the entire process. Our  spec ia l i s t s  

can lead the effort for you or provide coaching from the bench. 
 Objectively present the pros and cons of the wide variety of 

choices and provide overall strategic options and tactics. 
 
 

The end result is to ensure that your business is able to 
survive a disaster while continuing to provide excellent 
service to your customers and support to your employees. 
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Business Continuity Planning 
(BCP) includes planning for the 
entire set of processes, 
technology, and people issues 
associated with keeping your 
business functioning through 
disruption events. It covers non- 
IT related aspects such as key 
personnel, key business 
processes, functions, facilities, 
crisis communication and the 
protection of assets and 
reputation.  It also refers to the 
technology DRP as part of the 
solution. 
 
 
 

Disaster recovery planning 
(DRP) is the planning, process, 
policies and procedures that are 
related to preparing for the 
recovery from outages in the 
technology infrastructure that is 
critical to an organization after a 
natural or manmade disaster. 
DRP is a subset of Business 
Continuity Planning.  DRP is 
mainly focused on recovering 
systems, applications, data, 
hardware, communications 
(telephones and networks) and 
other IT infrastructure. 
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